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1.1//

What is the Cyber Resilience Act?

The Cyber Resilience Act (CRA) is a 
newly adopted EU legislation that aims 
to improve the baseline cybersecurity 
standard of ‘products with digital 
elements’.    

The CRA will affect digital products with 
software and/or hardware components 
(and their associated remote data processing 
solutions) across many business sectors.  



1.2//

Who will it affect?  

This legislation will affect all manufacturers, 
distributors and importers of products with 
digital elements that make their product 
available on the EU single market.   

Manufacturers will need to affix the CE Mark 
for cyber security.  



1.3//

Transition Period

Manufacturers of new products with 
digital elements must be fully compliant 
with the CRA in 2027.

	� 36-month transition period following 
the adoption of the legislation. 

	� After 21 months vulnerability reporting 
obligations will be enforced.  



Stay Informed About the 
CRA and its implications for 
your business.

Speak to our experts today:

Follow us on LinkedIn for more news 
on our solutions.

contact@cybercertlabs.com
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